RONESIS KURUMSAL HIiZMET
SOZLESMESI

(B2B — Kurulus/Miisteri Odakli)

Madde 1 — Taraflar

Isbu Kurumsal SaaS Hizmet Sozlesmesi (“Sozlesme”);

1. Roénesans Inovasyon ve Miihendislik A.S. (“Sirket”) ile
2. |KURULUS UNVANI] (sendika/dernek/vakif/oda vb.) (“Kurulus” veya “Miisteri”)

arasinda akdedilmistir.

Sirket ve Kurulus birlikte “Taraflar” olarak anilir.

Madde 2 — Tamimlar

o Sistem / Ronesis Pro: Sirket tarafindan saglanan bulut tabanl yonetim yazilimi ve
modulleri.

e Hizmet: Sistemin Kurulus’a tahsisi, barindirma, bakim, giincelleme, teknik destek ve
ilgili hizmetler.

e Yetkili Kullanmici: Kurulus adina Sisteme erisen gercgek kisiler (kurulus
yoneticileri/personeli vb.).

o Icerik / Kurulus Verisi: Kurulus tarafindan Sisteme girilen/yiiklenen tiim veri,
dokiiman ve kayaitlar.

e Kurulus Alan Adi1 (Domain): Kurulus tarafindan belirlenen, Sistem’e erisimde
kullanilabilen alan adi (6rn. kurulus.org.tr).

e Mevzuat: 6698 sayili KVKK ve ilgili ikincil diizenlemeler dahil yiiriirlikteki
mevzuat.

Madde 3 — Konu ve Kapsam

3.1 Isbu Sézlesme nin konusu; Sirket’in Kurulus’a SaaS modeliyle Sistem’i sunmasi ve
Kurulus’un Sistemi isbu S6zlesme sartlariyla kullanmasidir.

3.2 Sirket’in miisterisi Kurulus’tur. Sirket’in Kurulus’un tiyeleri/bagis¢ilary/katilimcilari
veya Kurulus’un hizmet sundugu iicilincii kisilerle dogrudan bir ticari iliskisi bulunmaz.
3.3 Kurulus, Yetkili Kullanicilarin Sistemde gergeklestirdigi tiim islemlerden Kurulus adina
sorumludur.

Madde 4 — Hizmet Sunumu ve Alan Adi

4.1 Sistem’e erigim; ronesis.com (zerinden ve/veya Kurulusun belirledigi alan adx
(domain) tizerinden saglanabilir.

4.2 Alan adinm Kurulus’a ait olmasi, verilerin Kurulus altyapisinda tutuldugu anlamina
gelmez. Tiim veriler igbu So6zlesme’de belirtilen barindirma altyapisinda Sirket tarafindan
saglanir.



4.3 Kurulus, alan ad1 yonlendirmeleri/SSL vb. teknik yonlendirmelerde Sirket’in belirtecegi
teknik gereksinimleri yerine getirmeyi kabul eder.

Madde 5 — Kurulusun Yiikiimliiliikleri

5.1 Kurulus, Sistemi yalnizca hukuka uygun amagclarla, mevzuata ve isbu S6zlesme’ye uygun
kullanacaktir.

5.2 Kurulus; Yetkili Kullanicilarin yetkilendirilmesi, erisim seviyelerinin belirlenmesi,
kullanicilarin egitim/bilinglendirilmesi ve hesap giivenliginden sorumludur.

5.3 Kurulus, Sisteme girilen igerik’in hukuka uygunlugu, dogrulugu, giincelligi ve Igerik’ten
dogabilecek tiim idari/hukuki/cezai sonu¢lardan miinhasiran sorumludur.

5.4 Kurulus, Yetkili Kullanicilarmn sifre ve erisim bilgilerini gizli tutacagmi ve tiglincii
kisilerle paylasmayacagini taahhiit eder.

Madde 6 — Sirketin Yiikiimliiliikleri

6.1 Sirket, Kurulus’a Hizmet’1 isbu S6zlesme’de belirlenen kapsamda sunar.

6.2 Sirket, sistem siirekliligi, glivenlik giincellemeleri ve bakim faaliyetlerini ytriitiir.

6.3 Sirket, kisisel veriler bakimindan Kurulus adina veri isleyen sifatiyla hareket eder; bu
husus Ek-1 (Veri isleme Ek Protokolii) ile diizenlenmistir.

Madde 7 — Ucretlendirme ve Odeme

7.1 Hizmet bedeli, paket kapsami ve donemler EK-2 (Ticari Sartlar)’ta belirtilir.
7.2 Aksi yazili kararlastirilmadik¢a, 6demeler [@] ddnemlik olarak [e] giin i¢inde yapilir.
7.3 Kurulus, vergiler/harclar dahil mevzuattan kaynakl ylikiimliiliiklerden sorumludur.

Onemli Not (Odeme Karti): Sirket, kredi kart1 bilgilerini kendi sistemlerinde saklamaz.
Odeme almacaksa ilgili bankalar/6deme kuruluslarinin altyapis1 {izerinden yiiriitiiliir.

Madde 8 — Giivenlik ve Barindirma

8.1 Kurulus Verileri Tiirkiye simirlari icinde, Turkcell veri merkezlerinde barindirilan
Sirket sunucularinda saklanir.

8.2 Kurulus Verileri yurt disina aktarilmaz ve herhangi bir yabanci bulut altyapisi
kullanilmaz.

8.3 Sirket; rol bazli yetkilendirme, erigsim kisitlari, sifreleme ve log yonetimi gibi teknik/idari
tedbirleri uygular.

Madde 9 — Veri Paylasim ve Uciincii Kisiler

9.1 Sirket, Kurulus Verilerini hi¢bir sekilde li¢iincii kisilere aktarmaz, devretmez, satmaz,
pazarlama amaciyla kullanmaz.

9.2 Sirket, yalnizca Hizmet’in ifas1 i¢cin zorunlu teknik faaliyetlerde (6r. veri merkezi igletimi)
Kurulus Verilerini Sirket altyapisi i¢inde isler; Kurulus Verilerinin {i¢iincii kisilere aktarimi
S0z konusu degildir.



Madde 10 — Log Kayitlar1 ve Teknik Kayitlar

10.1 Log/teknik kayitlar yalnizca sistem giivenligi, hata tespiti ve teknik destek amaglariyla
tutulur.

10.2 Bu kayitlar siiresiz saklanmaz; amag ortadan kalktiginda veya saklama siiresi
doldugunda Ek-1 ve Sirket’in Saklama & Imha Politikasi’na uygun sekilde imha edilir.

Madde 11 — Fikri Mulkiyet

11.1 Sistem, yazilim, arayliz, marka, alan adi ve tiim fikri miilkiyet haklar1 Sirket’e aittir.
11.2 Kurulus’a, S6zlesme siiresince Sistem’1 kullanmak tizere devredilemez, miinhasir
olmayan kullanim hakki verilir.

Madde 12 — Gizlilik

12.1 Taraflar, isbu S6zlesme kapsaminda 6grendikleri her tiirlii ticari/teknik bilgiyi gizli tutar.
12.2 Kurulus Verileri gizlidir; Sirket, Kurulus Verilerini yalnizca Hizmet’in ifasi1 i¢in kullanir.

Madde 13 — Sorumlulugun Simirlandirilmasi

13.1 Sistem “oldugu gibi” sunulur; Sirket kesintisiz/hatasiz ¢calisma garantisi vermez; ancak
stireklilik i¢in makul cabay1 gosterir.

13.2 Sirket’in sorumlulugu, her haliikarda ilgili donemde Kurulus tarafindan 6denen toplam
Hizmet bedeli ile sinirhdir.

13.3 Dolayh zararlar, kar kaybs, itibar kayb1 vb. kalemlerden Sirket sorumlu tutulamaz.

Madde 14 — Siire, Fesih ve Veri Cikis1

14.1 Sozlesme siiresi [®] olup, Ek-2’deki ticari sartlara gore yenilenir.

14.2 Taraflar, [e] giin 6nceden yazih bildirimle feshedebilir.

14.3 Fesih halinde Kurulus, Ek-2’de belirtilen veri disa aktarim yontemleriyle Kurulus
Verilerini talep edebilir.

14.4 Sozlesmenin sona ermesinden sonra Kurulus Verileri, Ek-1 ve Saklama & Imha
Politikas1 uyarinca Kurulus talimatlar1 dogrultusunda imha edilir.

Madde 15 — Mucbir Sebep

Taraflarin kontrolii diginda gelisen ve dngoriilemeyen haller miicbir sebep sayilir. Miicbir
sebep siiresince yiikiimliiliikler askiya alnir.

Madde 16 — Uygulanacak Hukuk ve Yetki

Isbu Sozlesme Tiirk hukukuna tabidir. Uyusmazliklarda [Sirket merkez ili] Mahkemeleri ve
Icra Daireleri yetkilidir.

Madde 17 — Yururlik



Isbu Sozlesme [e] tarihinde [e] niisha olarak akdedilmis olup, imza tarihinde yiiriirliige girer.

SIRKET
Ronesans Inovasyon ve Mithendislik A.S.
Imza/Kase:

KURULUS (MUSTERI)
[KURULUS UNVANI]
Imza/Kase:

EK-1: VERI iISLEME EK PROTOKOLU
(DPA)

(KVKK Uyumlu — Veri Sorumlusu/Kurulus & Veri Isleyen/Sirket)

1. Taraflarin Rolu

1.1 Kurulus, 6698 sayili Kanun kapsaminda Veri Sorumlusu; Sirket ise Kurulus adina Veri
Isleyen sifatiyla hareket eder.
1.2 Sirket, kisisel verileri yalnizca Kurulusun talimatlar1 ve Hizmet’in ifas1 amaciyla igler.

2. Isleme Konusu, Kapsam ve Siire

2.1 Isleme; Kurulusun Sisteme girdigi/yiikledigi kisisel verilerin barindirilmasi, saklanmast,
yetkilendirme kapsaminda erisime sunulmasi, yedeklenmesi ve teknik destek kapsaminda
islenmesidir.

2.2 Isleme siiresi Sdzlesme siiresi ile sinirlidir; sona erme halinde madde 7 uygulanar.

3. Veri Kategorileri ve Ilgili Kisiler
3.1 Veri kategorileri, Kurulusun kullanimina bagli olup tipik olarak:

Kimlik/iletigim bilgileri (ad-soyad, telefon, e-posta vb.)

Uyelik/kurumsal iliski bilgileri (iiyelik statiisii, kurum/sube vb.)

Sistem kullanic1 bilgileri (kullanict adi, rol)

Teknik kayitlar (IP, oturum, erisim loglar1 — amagcla sinirl)

3.2 1lgili kisiler: Kurulus iiyeleri, calisanlari, temsilcileri ve Kurulusun sistemde kayit
act1g1 diger kisiler.

4. Sirketin Yiikumliilikleri

4.1 Sirket, kigisel verileri Kurulus talimati disinda kullanmaz; bagimsiz amag belirlemez.
4.2 Sirket, kisisel verileri pazarlama/reklam/kampanya/profil ¢ikarma/ticari analiz
amaciyla kullanmaz.



4.3 Sirket, kisisel verileri hi¢bir sekilde iiciincii kisilere aktarmaz.

4.4 Sirket, kigisel verileri Tiirkiye’de, Turkcell veri merkezlerinde barindirilan sunucularda
saklar; yurt disina aktarim yapmaz.

4.5 Sirket, KVKK m.12 kapsaminda gerekli teknik ve idari tedbirleri uygular.

5. Kurulusun Yiikimliiliikleri
5.1 Kurulus, kisisel verilerin hukuka uygun sekilde elde edilmesi, aydmlatma yikimliligi,

gerekli agik rizalarm alinmasi ve ilgili kigi bagvurularinin yonetiminden sorumludur.
5.2 Kurulus, Yetkili Kullanicilarin erisim/yetki yonetimini saglar.

6. Guvenlik Tedbirleri

6.1 Sirket; erisim yetkilendirme, sifreleme, glivenlik duvari, izleme, yedekleme, yetki matrisi
ve benzeri tedbirleri uygular.
6.2 Loglar sadece giivenlik/teknik destek amaglariyla ve sinirli stireyle tutulur.

7. Sozlesme Sona Erdiginde Iade/Imha
7.1 Kurulusun talebi halinde Kurulus Verileri disa aktarim formatinda Kurulus’a teslim edilir.

7.2 Teslimden sonra veriler; Kurulusun talimatina gére ve mevzuata uygun sekilde silinir/yok
edilir/anonim hale getirilir.

8. Thlal Bildirimi ve Isbirligi
8.1 Sirket, Kurulus Verileri ile ilgili giivenlik ihlali siiphesi halinde Kurulus’u makul siire
icinde bilgilendirir.

8.2 Kurulusun Kurul/ilgili kisi basvurular1 kapsaminda ihtiya¢ duydugu teknik bilgileri, veri
isleyen roliiyle smirli olarak saglar.

9. Denetim
9.1 Kurulus, makul araliklarla ve hizmeti aksatmayacak sekilde, Sirket’in veri giivenligi

tedbirlerine iligkin bilgi talep edebilir.
9.2 Sirket, ticari sir ve giivenlik hassasiyetlerini koruyacak sekilde gerekli agiklamalar1 sunar.

10. Yururluk

Isbu Ek Protokol, Ana Sézlesme ile ayni tarihte yiiriirliige girer ve Ana Sézlesme siiresince
gecerlidir.

EK-2: TICARI SARTLAR (Ornek Sablon)

o Paket/Hizmet Seviyesi: [eo]



Kullanic1 Limiti / Modiiller: [e]
Hizmet Bedeli: [e] + KDV
Faturalama Periyodu: [e]

Odeme Vadesi: [] giin

Teknik Destek Kanali ve Saatleri: o]
Disa Aktarim Formati: [e]
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